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1. POLICY NAME: AUD TECHNOLOGY USE POLICY 

 

2. POLICY CATEGORY: GENERAL POLICIES 

 

3. POLICY STATEMENT: 

Information technology resources include all university-owned computers, peripherals, and 
related equipment and software; voice and data communications infrastructure, all other 
associated tools, instruments, and facilities; and the services that make use of any of these 
technology resources. Users are encouraged to use the university computing systems in an 
effective, efficient, ethical, and lawful manner. 

AUD invests in technology resources in order to accomplish more effectively university-specific 
tasks, goals, and learning objectives. As expected in a contemporary environment, the presence 
of technology on campus is pervasive. University operating processes and procedures are nearly 
always computer-supported, and course syllabi more frequently than not reflect the imparting of 
technological learning outcomes and the use of technology in pedagogy. 

Computer users at AUD are required to use proper social and professional etiquette when using 
the AUD systems. Use of the network implies consent for monitoring of traffic that is necessary 
for smooth administration of the resource. University computing resources shall not be used for 
purposes that could reasonably be expected to cause directly, or indirectly, excessive strain on 
computing systems or unwarranted and unsolicited interference with use of email or email 
systems. 

AUD does not condone the use of inappropriate language and visuals when storing, replicating 
or transmitting messages by/to instructors, staff or students. The AUD computing facilities and 
network infrastructure is a distributed and shared environment. Improper behavior that could 
disrupt the computing resources may be ground for termination of access or other penalties 
deemed appropriate. Anyone accessing or utilizing university computer systems, related data 
files, and information shares the responsibility for the security, integrity, and confidentiality of 
information. 

 


